institute it. All of a sudden you have a mandatory license that
every techno product owner has to pay you. It is a money-mak-
ing scheme, perhaps, for patent owners, am{o I mean, obviously leg-
islation like this will never finally eme: becauseitizsoabsu:s,
but that is the nce of this type of legislation.

Mr. BOUCHER. Mr. Belinsky, I have one &;estion of you. Does the
Macrovision techno still depend upon there being an automatic
gain control on the VCR for it to be effective?

Mr. BELINSKY. A portion of the techno depends on the auto-
mﬁcﬁnwntmlcircuitrythatisinjusta ut ali——

Mr. BOUCHER. So let me ask you a question. Let’s suppose that
somebody wanted to manufacture a VCR without an automatic
gain control. Isn't it possible that that VCR, once distributed, could
subject the manufacturer to liability under this section as being de-
Biﬂﬁd to circumvent your anticopy protection technology?

. BELINSKY. I think I woulci agree with you that if that prod-
uct was brought to market, it would circumvent our technology.
IWhether it would be the primary use of that product, I am not sure

ame——

Mr. BoucHER. I would just suggest that is a pretty good example
of the kind of technology that could fall on a very gray area and
might be produced for a very legitimate pmse, but the f)roduc-
tion of it might well impose liability under this very and, I think,
too broad section.

Mr. Chairman, my time is expired. Thank you for your indul-

nce.

Mr. BELINSKY. Mr. Boucher, could I add one observation related
to the point that you made, and also related to a point that Mr.
Ryan made earlier this morning in the previous set of discussions,
and that is that it seems to me that your perspective on intellec-
tual property and pro&ecﬁn% it might be slightly different if your
intellectual property is completely intangitle, as it is in the case of
a video ucer, as compared to the situatior where you might
have a lot of intellectual property supgorting Xour products on the
marketplace, but that the product is delivered in a tangible form,
and that that might be one reason why some folks are much more
concerned about technological protection measures as relates to al-
lowing them to gain the fair benefit from their creative works.

Mr. BYRNE. My final comment on that is that we are content pro-
viders, ITI has enormous software development and content provid-
ing in its midst, and we are all in this together. We should not be

ing each other.

Mr. CoBLE. The gentlelady from California, Ms. Lofgren.

Ms. LOFGREN. Thank you, Mr. Chairman.

1 think this has been a very healthy and usefu! discussion, and
Ithinkthemizs&x:etmththatweseethewo;llcllfmmwherewe
are sitting. An t is good because we need the viewpoints,
and in a way, Mr. Byrne, that was why I was especially interested
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in vour comments, because in addition to your role here on behalf
of the association, you are also from Silicon Graphics, and SGI does
& stoke in ihat world s then & stake - b e pomething of
world an a in ¢
world and the like. in the computer
read through your proposed substitute for section 1201. I

wondering if you could very briefly describe what our
language does that improves upon the language in draﬂ:lagm‘:
tion that we are looking at. Could you review that with us?
eexrai‘nmty . Well, again, I think what it does is it gives us some

Ms. LOFGREN. Specifically in what way does it do that?

Mr. BYRNE. The way it is currently drafted, those three prongs
;fo ‘lihka; ot:ft are verym:xnnd of opea—ended, and at the end of the day,

, you are ly capture everything that qualifies
under the third nragrgpi:, which g something tx;l‘;t’s Jjust bei
mergly marketed for circumventing. That’s kind of broad, aﬂﬁ
thgl‘:’sreallygomg.totiapturealot. bod

we are again——I mean, somebody could develop and desi
sod sl someiing porectly piimie, nd somebedy e nng
circumvent a ion 3
is &ad, Igm we nthlat isbad. ¥ eme. Well, that
8. LOFGREN. Well, let me ask you this question: What if in the
ylanguageou usge of the draft bill, subsectxth;on C w:s simply struck? Could

) dlstmgumh in a wa; t is persuasive to
stitute ? Is there anytl;nng else'.’l:’e us your sub-

Mr. BYRNE. You are getting better. I mean, the ideal situation is
one where you know, again, let’s make sure that our engineers who
:rl‘:a trying to push boundaries can really identify, vou know,

Ms. LOFGREN. No, I understand I am for pushing boundaries, but
Iammi'etspegiﬁcas.toyourpmposgd 3 ’

Mr. . Yeah, it is—if you change those “ors” to “ands” so
that all three of those things have to happen, then we are happy.

Ms. LOFGREN. Let me ask you this, Mr. Bennett: Your testimon
has been very helpful today, and I appreciate all the el, as wel
as the p ng panel, for sharing their expertise thga:s

_In your earlier discussion some time ago now, there was a discus-
sion of fair use and the need for libraries have to buy a copy any-
how just as they do now. And in my personal experience, of all the
groups that are scrupulous about living within eopyﬁglt rules,
schools and libraries_are foremost. But isn’t it sible techno-
logically to avoid the first sale doctrine? For example, could you not
digitally produce something in a way that you would have to pay
a per access fee, so you could buy one, but you would only be able
to buy one view of something. Is that technologically feasible?

Mr. BENNETT. Absolutely. I am glad you mentioned that because
we have been focusing very much on anticircumvention, and there
are a lot of other issues—fair sal: is one, fair use is as another,
distance education is another, digital preservation is yet another—
that I think we need to address in implementing the treatics and
bringing copyright law up to date.

Ms. LOFGREN. Well, I could e both sides of this because we
do want the first sale doctrine. On the other hand, in the digital
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world, car have the first sale and then make that available to
a kanlg: ion people.
Mr. BENNETT. That would be inconsistent for the spirit of first
sale, so we wouldn’t want to do it that way. We reed some way to
bring first sale as it exists today into the digital envircnment.
Ms. LOFGREN. Do you have a suggestion on how to do that?
Mr. BENNETT. We could provide you with a mggt;';iion on that.
Ms. LOFGREN. Finally, and this has been a long , and we
are down to just a hauiy few, I did note your comments, Mr. Black,
about the inconsistency in the administration’s view vn encryption
in this arena as compared to its Bli‘g Brother takes over t'.e world
encryption policy. I am wondering if you would like tv &.%: 88 that 4

much appreciates their contribution.

This concludes our hearings of these bills. The record will remain
best:‘(:daladwumd you for ﬁon'mmn *
(Whereupon, at 1:30 p.m., the subcommittee was adjourned.]

issae for the remaining Members.
Mr. BLack. Yes. [ thought because there is the committee’s in-
volvement, it is worth mentioning. We do ihink that if you really .

approach encrypiion and this issue and keep them in perspective
and ther, that the idea of limiting the use of technology which
is vital to the encrypticr: process, the ability to encrypt, it makes
no sense.

The administration’s approach on e tion is to basically try
to—I suppose there is a parallel in that they try to bottle up tech-
nology in both areas her:, devices in 1201 on the one hand and
encryption technology on the other. But I have a tough time under-
standing the consistency in the reaction to deencryption products
and ology. On the one hand, in essence, they are saying law
enforcement should have—there should be no secure encryption out
there in essence, everybody has got to build this stuff in, and their
appreach which is saying absolutely no exceptions, and anything
which could be used to provide access would be illegal-—

Ms. LOFGREN. And so if I may—-—

Mr. BLACK [continuing]. Create their back-door—

Ms. LOFGREN. Just to make sure 1 understand because although
I did some programming a long time ago, I am no longer a pro-

mer or person capable of doing that, but there are many who

believe that the proposal being put forward on encryption will real-
ly allow skillful people to—not just the FBI, but it is creating op-
portunities for anybody who is very good at hacking to break into
what otherwise would be secure, and so that if I am hearing you
correctly, if we were to adopt the administration’s draft bill, we
would be making sure that people who complied with their pro-
posal on encryption would also be violating the law.

Mr. Brack. I didn’t hear all of that, but I think 1 am—we are N
on the same page.

Ms. LOFGREN. Thank you, Mr. Chairman.

Mr. CONYERS. Mr. Chairman, could sugiest while you are in
the chair, that we commit to a whole further hearing in Hollywood, -
if that is possible.

Mr. BoNO. You want to go to the big show?

Mr. ConYERS. I think we are ready.

Mr. Bono. Okay.

Mr. CONYERS. And then finally I wanted to greet warmly all of
the ex-staffers and ex-Congressmen who are here today and yester-
day for these very important hearings.
ank you very much, Mr. Chairman.
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